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Web System
The first rumblings toward this concept began immediately after World War II, when scientists were desperately seeking ways to organize and share their accumulated wartime research. In 1945, noted scientist Vannevar Bush published an essay in Atlantic Monthly titled "As We May Think," which proposed a massive information index that people from all over the world could access and search. Although Bush's system was mechanical (and was never developed), his essay had a profound impact on many who would one day help design the Internet and the World Wide Web. For this reason, Vannevar Bush is often hailed as the theoretical father of the Web. 

What Makes the Web easy to use

We have already cited hypertext and multimedia as two of the outstanding features of the World Wide Web. Among the Web's other distinct advantages are:

· Open standards that allow Web pages to be viewed through most any computer with an Internet connection and a Web browser. The ability to make software and data files available for downloading. 

· Ease of use; just point and click on your browser to access the information you need. 

For the individual or organization wishing to distribute information, the Web makes "publishing" easy and cost-effective. Putting information on the Web is quite inexpensive compared with traditional publishing, yet puts that information before a potential audience of millions. And unlike a printed publication, a Web document can be revised and updated at any time. 

Web system

The web system consists of many components such as (web server, web client, web protocol and web page:
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Figer  web system
- Web server

Web server sends objects in response to requests. Web server is a computer that delivers (serves up) Web pages. Every Web server has an IP address and possibly a domain name. For example, if you enter the URL (http://www.pcwebopedia.com/index.html) in your browser, this sends a request to the server whose domain name is pcwebopedia.com. The server then fetches the page named index.html and sends it to your browser. 

Any computer can be turned into a Web server by installing server software and connecting the machine to the Internet. There are many Web server software applications, including public domain software from NCSA and Apache, and commercial packages from Microsoft (Microsoft Internet Information Server(IIS)). 

A browser

A browser is an application program that provides a way to look at and interact with all the information on the World Wide Web. The word "browser" seems to have originated prior to the Web as a generic term for user interfaces that let you browse (navigate through and read) text files online. 

Web browser

a Web browser is a client program that uses HTTP (Hypertext Transfer Protocol) to make requests of Web servers throughout the Internet on behalf of the browser user. Most browsers support e-mail and the File Transfer Protocol (FTP) but a Web browser is not required for those Internet protocols and more specialized client programs are more popular. 

examples to a Web browser  programs (explorer, Netscape navigator, mozilla, opera, fire fox ……etc).

- Web page

A document on the World Wide Web consist of objects. An object is simply a file such as HTML files, JPEG image, GIF image, java applet and audio clips. Every Web page is identified by a unique URL (Uniform Resource Locator). 
URI (Uniform Resource Identifier)

A URI  (Uniform Resource Identifier) is a sequence of characters that identifies a logical or physical resource.  Universal Resource Identifiers are specified in the Internet Engineering Task Force (IETF),There are two types of URIs, Uniform Resource Identifiers (URLs) and Uniform Resource Names (URNs).
- URN
A Uniform Resource Name (URN) is a URI that identifies a resource by name in a particular namespace.
- URL

Abbreviation of Uniform Resource Locator, the global address of documents and other resources on the World Wide Web. 

The first part of the address indicates what protocol to use, and the second part specifies the IP address or the domain name or host name where the resource is located the third part identify the path where the required object is located in host name see fig (6.2). 

For example, the two URLs below point to two different files at the domain pcwebopedia.com. The first specifies an executable file that should be fetched using the FTP protocol; the second specifies a Web page that should be fetched using the HTTP protocol: 

ftp://www.pcwebopedia.com /stuff.exe

http://www.pcwebopedia.com

	Part one
	Part Tow
	Part three

	Ftp://
	www.pcwebopedia.com
	/stuff.exe


Fig (6.2): URL

- Web protocol

The Hypertext Transfer Protocol “HTTP” is web protocol. HTTP is an application-level protocol for distributed, collaborative, hypermedia information systems. It is a generic, stateless(server maintains no information about past client requests ), protocol which can be used for many tasks beyond its use for hypertext, such as name servers and distributed object management systems, through extension of its request methods, error codes and headers. HTTP defines how web client request web pages from web servers and how servers transfer web pages to clients. HTTP has two versions HTTP 0.9 , HTTP"1.0" and HTTP"1.1".  HTTP 1.1 is compatible with HTTP1.0. that is means web server run 1.1 can talk with a browser running 1.0, and  browser running 1.1 can talk with a server running 1.0.  

Port Number 
   In programming, a port (noun) is a "logical connection place" and specifically, using the Internet's protocol, TCP/IP, the way a client program specifies a particular server program on a computer in a network. Higher-level applications that use TCP/IP such as the Web protocol, Hypertext Transfer Protocol, have ports with preassigned numbers. These are known as "well-known ports" that have been assigned by the Internet Assigned Numbers Authority (IANA). Other application processes are given port numbers dynamically for each connection. When a service (server program) initially is started, it is said to bind to its designated port number. As any client program wants to use that server, it also must request to bind to the designated port number. 

Port numbers are from 0 to 65536. Ports 0 to 1024 are reserved for use by certain privileged services. For the HTTP service, port 80 is defined as a default and it does not have to be specified in the Uniform Resource Locator (URL). 

      The following table lists some commonly used port numbers: 

	TCP
	Application
	Port Number

	 
	FTP
	20 (Data), 21 (Control, or Program)

	 
	Telnet
	23

	 
	SMTP
	25

	 
	HTTP
	80

	UDP
	 
	 

	 
	DNS
	53

	 
	Bootp
	67/68

	 
	TFTP
	69

	 
	NTP
	123

	 
	SNMP
	161


Socket

A socket is one endpoint of a two-way communication link between two programs running on the network. A socket is bound to a port number so that the TCP layer can identify the application that data is destined to be sent. 

An endpoint is a combination of an IP address and a port number. Every TCP connection can be uniquely identified by its two endpoints. That way you can have multiple connections between your host and the server.

A server runs on a specific computer and has a socket that is bound to a specific port number. The server just waits, listening to the socket for a client to make a connection request. 

On the client-side: The client knows the hostname of the machine on which the server is running and the port number on which the server is listening. To make a connection request, the client tries to rendezvous with the server on the server's machine and port. The client also needs to identify itself to the server so it binds to a local port number that it will use during this connection. This is usually assigned by the system. 
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If everything goes well, the server accepts the connection. Upon acceptance, the server gets a new socket bound to the same local port and also has its remote endpoint set to the address and port of the client. It needs a new socket so that it can continue to listen to the original socket for connection requests while tending to the needs of the connected client. 

[image: image4.png]server

connection

client

/





On the client side, if the connection is accepted, a socket is successfully created and the client can use the socket to communicate with the server. 

The client and server can now communicate by writing to or reading from their sockets. 

How to build A Web Server 
To Build web Server in windows versions using IIS Feature (stands for Internet Information System or Internet Information Server) also known as Windows web server is available on most versions of Microsoft Windows operating systems and takes second place in overall usage behind Apache HTTP Server on the internet. It will host websites, web applications and services needed by users or developers. Many versions have shipped as far back as IIS 1 on Windows 3 and with nearly every new Windows OS a new IIS version follows.

Versions and History

Microsoft Windows Server 2003 or IIS 6 is the oldest version you would want to run for anything outside of a hobby or testing, which does supports IPV6 as well as modern security measures. However in a professional environment IIS 8.5 or 10 (Still in Beta) will receive official software updates for years to come and support more modern applications and needs.

· IIS 6 or Windows Server 2003 is no longer receiving any updates from Microsoft but supports IPV6 and most security measures needed for simple hosting needs on a budget.

· IIS 7 shipped with Windows Vista and has better support for the .NET framework and some security enhancements over IIS 6.

· IIS 7.5 Shipped with Windows 7 and added support for TLS 1.1 and 1.2. Extended support will end in 2020 this is the oldest version receiving any support officially from microsoft.

· IIS 8 also known as Microsoft Web Server 2012 began supporting SNI or associating SSL to hostnames instead of IP addresses and multicore scaling. Support will last until 2023.

· IIS 8.5 shipped with Windows 8.1 and has new features such as Enhanced logging capabilities and Dynamic Site Activation.

· IIS 10 is currently in beta and will support modern technology such as HTTP/2 and powershell 5.0.

If you are a business owner consider purchasing the newest version your hardware can run. IIS 8.5 is currently the most stable and secure version as of this writing, however once out of beta ISS 10 will become your best bet. If you are hosting a basic website on your own and cannot afford a newer version consider Apache Server instead of anything older than IIS 6.

Virtual Directories

IIS allows you to create sites, applications, and virtual directories to share information with users over the Internet or internally on an intranet such as a home network. This concept did exist in older versions of IIS, but several changes took place in IIS 7 and changed the definition and functionality of this concept.
A virtual directory is a name that you specify in IIS and that maps to a physical directory on a server similar to how DNS maps a URL to an IP address. The directory name becomes part of the application allowing users to navigate to a website or application and gain access to the content hosted on the server. This content could be a website itself or media such as photos or videos within a web application or site.

In IIS 6.0, virtual directories and applications were considered to be separate objects even though they were the same thing. An application was not a physically separate object from a virtual directory instead an app was really just a virtual directory on its own with one of the following properties in its metabase: AppFriendlyName, AppRoot, AppIsolated, and AppPoolID. The only issue was creating a system where applications in one pool would not be allowed to communicate with applications in another pool on the same server.
In IIS 7.0 and above virtual directories and applications are separate objects and functioned in that manner. They exist in a hierarchical relationship such as a website may contain one or more applications, an application contains one or more virtual directories, and a virtual directory maps to a physical directory on a computer.

LOG Files

Log files record various actions on your server they are typically located at:
%SystemRoot%\system32\Logfiles\
The service name should be replaced by the service you are looking for more info on in detail. It will show everything from the date and time something occurred to what IP address and how much data was sent both to and from your server. If you see – in the output the data was not recorded and you may need to adjust the service if you need this information.

HTTP Port
Typically your server will use port 80 for HTTP traffic however this can be adjusted to meet your needs or the needs of another application on your computer. You can find a full list of ports and the purpose they each serve here. Changing a port within IIS 7 to 10 is simple. First Open Internet Information Services Manager. Second select the Web site that you want to change and n the Action pane, select Bindings. Third click Add to add a new site binding, or click Edit to modify an existing binding and finally click ok to apply the changes.
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