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Administrative Share  (Hidden Share )
       This share has been present in all of the “NT” versions of windows , and this share is part of a few that are automatically created in windows. 

A hidden share is identified by a dollar sign ($) at the end of the share name. Hidden shares are not listed when you look through the shares on a computer or use the net view command. The versions of Windows that are listed in the "Applies to" section create hidden administrative shares that administrators, programs, and services can use to manage the computer environment on the network. By default, Windows can enable the following hidden administrative shares: 

· Root partitions or volumes

· The system root folder

· The FAX$ share

· The IPC$ share

· The PRINT$ share

Root partitions and volumes are shared as the drive letter name appended with the $ sign. For example, drive letters C and D are shared as C$ and D$.

The system root folder (%SYSTEMROOT%) is shared as ADMIN$. This is your Windows folder, and the administrative share provides administrators easy access to the system root folder hierarchy over the network.

The FAX$ share is used by fax clients to send a fax. This shared folder caches files and accesses cover pages that are stored on a file server.

The IPC$ share is used with temporary connections between clients and servers by using named pipes for communication among network programs. It is primarily used for to remotely administer network servers.

The PRINT$ share is used to remotely administer printers.


Hidden administrative shares that are created by the computer (such as ADMIN$ and C$) can be deleted, but the computer re-creates them after you stop and restart the Server service or restart your computer. Hidden shares that are created by users can be deleted, and they are not re-created after you restart your computer. Microsoft Windows XP Home Edition does not create hidden administrative shares.

Create a hidden share
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To create a hidden share, follow these steps:

1. In Control Panel, double-click Administrative Tools, and then double-click Computer Management.

2. Expand Shared Folders, right-click Shares, and then click New File Share.

3. In the Folder to share box, type the path of the folder that you want to share, or click Browse to locate the folder.

4. Type the share name that you want to use followed by a dollar sign, and then click Next.

5. To make the share accessible to administrators only, select the Administrators have full control; other users have no access check box, and then click Finish.

6. Click Yes to create another share, or click No to return to the Computer Management console.

Delete a hidden share
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To delete a hidden share, follow these steps:

1. In Control Panel, double-click Administrative Tools, and then double-click Computer Management.

2. Expand Shared Folders, and then click Shares..

3. In the Shared Folder column, right-click the share that you want to delete, click Stop sharing, and then click OK.
Administrative shares Command 

Administrative shares are the term Microsoft defined for the collection of by-default automatically shared filesystem resources including the following:

· any drive letter + $ (only the local disk volumes, not any removable devices such as CD/DVD drives, USB flash drives)

· admin$ (which shares access to %SYSTEMROOT%, which is usually C:\WINDOWS or C:\WINNT)

The "$" appended to the end of the share name means that it's a hidden share. Windows will not list such shares among those it defines in typical queries by remote clients to obtain the list of shares. This means that one needs to know the name of an administrative share in order to access it.

It is commonly believed that any share that includes the final '$' character defines it as an administrative share. According to Microsoft's use of the term "administrative share", this is false. While any share (even non-administrative shares) can include a '$' character at the end of its name, only those by-default shares created by Windows containing the '$' suffix are considered administrative shares.

Generic UNC address for an administrative share:
\\NetworkComputerName\(Drive letter)$
For example:
\\MyComputer\c$
This represents the administrative share for the "C" drive on the computer "MyComputer". This works just as well for any other local drive on the computer, e.g. \\MyComputer\d$, \\MyComputer\e$ (assuming those are local drives and not removable drives).

\\MyComputer\ADMIN$
This represents the administrative share for the %SYSTEMROOT% object on the computer "MyComputer".
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